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Regulating fintech financing: digital banks and fintech platforms’

Executive summary

This paper explores how fintech financing is regulated. New technology-enabled business models
related to deposit-taking, credit intermediation and capital-raising have emerged. These are digital
banking, fintech balance sheet lending and crowdfunding platforms (the latter two are referred to as
fintech platform financing). In this paper, we provide a cross-country overview of the regulatory
requirements for these fintech activities in 30 jurisdictions. The paper is based on an extensive desktop
review of regulations and related documents, complemented by responses to an FSI survey conducted in
early 2019.2

The proliferation of new technology-enabled business models has raised questions about
the regulatory perimeter. Authorities are assessing whether their existing regulatory framework needs
to be adjusted. Their response will likely depend on (i) how they see potential risks to consumers and
investors, financial stability and market integrity; (ii) their assessment of how these new activities might
benefit society in terms of strengthening financial development, inclusion and efficiency; and (iii) how risks
are dealt with under the existing framework and whether opportunities for regulatory arbitrage have
emerged. The overall challenge for authorities is to maximise the benefits of fintech innovations while
mitigating potential risks for the financial system.

For digital banking, most jurisdictions apply existing banking laws and regulations to
banks within their remit, regardless of the technology they apply. From these jurisdictions, a few have
put in place initiatives that are intended to ensure that new banks find it easier to enter the market by
allowing them time to complete their build-out or to meet the requirements of the prudential framework
in full.

In the few jurisdictions that have set specific regulatory frameworks for digital banks, the
main licencing and ongoing requirements are similar to those for traditional banks. Applicants for a
digital bank licence face requirements on the place of incorporation and legal form, sustainability of
business plan, minimum paid-up capital, fitness and propriety of management, risk governance
frameworks and documentation of the exit strategy. They also face requirements on ownership and
control, although these may be different to those applicable to other banks. After obtaining a digital bank
licence, licence holders are subject to the same ongoing requirements as traditional banks on capital,
leverage, liquidity, anti-money laundering/combating the financing of terrorism (AML/CFT), market
conduct, data protection and cyber security.

The main difference between licensing requirements for traditional and digital banks is in
technology-related elements and the aims of the business plan. Digital banks face restrictions on their
physical presence and, in some cases, the market segments they are allowed to serve. Their fit and proper

! By Johannes Ehrentraud (Johannes.Ehrentraud@bis.org) and Denise Garcia Ocampo (Denise.GarciaOcampo@bis.org), Bank for
International Settlements and Camila Quevedo Vega (caquevedo@superfinanciera.gov.co), Financial Superintendence of
Colombia.

The authors are grateful to the contacts at the central banks and financial authorities from the jurisdictions covered in this
paper; to Sharmista Appaya, Juan Carlos Crisanto, John Cunningham, Jon Frost, Kinga Huzarski, Fabiana Melo, Jermy Prenio,
Nobu Sugimoto and Greg Sutton for their helpful comments; to Mathilde Janfils for valuable research assistance, and to Martin
Hood, Esther Kiinzi and Christina Paavola for their helpful support with this paper. The views expressed in this paper are those
of the authors and not necessarily those of the BIS, the Basel-based standard setters or the covered jurisdictions listed in Annex
Table 1.

2 The survey covered most of the jurisdictions covered in this paper, except Chinese Taipei, Finland, India, Korea, Malaysia and
Portugal.
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requirements tend to be more prescriptive in relation to board members’ expertise in technology; a
satisfactory track record in operating a technology business; and assessments of technical infrastructure
by independent third-party technical experts. In addition, some jurisdictions require digital banks to
demonstrate a commitment in driving financial inclusion, particularly for underserved and hard-to-reach
market segments.

Most surveyed jurisdictions have no specific regulatory framework for fintech balance
sheet (FBS) lending. In these jurisdictions, FBS lending is subject to regulations for non-bank lending.
Requirements on the extension of credit, however, vary considerably across countries and the
responsibility for supervising this activity does not necessarily lie with the financial authority. Brazil is the
only surveyed jurisdiction that has introduced a specific licensing framework for FBS lending.

Many surveyed jurisdictions have introduced crowdfunding (CF) regulations. The regulatory
setup, however, varies across jurisdictions and is influenced by a jurisdiction’s overall supervisory
architecture, as well as the differences in risks that loan and equity CF entail. Separate frameworks were
most often implemented for equity CF. In these cases, a third of surveyed jurisdictions have a specific
framework exclusively for equity CF. This is twice the number of jurisdictions that have frameworks for loan
CF. For multi-type frameworks, about half of surveyed jurisdictions have an exclusive regulatory framework
for loan and equity CF. In jurisdictions without a dedicated regulatory framework for crowdfunding, it is
subject to existing banking, securities and payments regulations.

Dedicated regulatory CF frameworks typically have two broad sets of requirements, where
the first set is intended to regulate how platforms may operate, which activities they can perform
and what they must do to mitigate the risks they incur. In most surveyed jurisdictions, equity or loan
CF platforms must be authorised before they can offer services. In terms of requirements, most surveyed
jurisdictions require CF providers to operate under a specific legal form and have a minimum amount of
paid-in capital. Even though they are allowed to broker multiple financial instruments, in most jurisdictions
restrictions limit the ability of crowdfunding providers to invest in the financial instruments they
intermediate. In most jurisdictions, crowdfunding platforms are subject to capital, business continuity and
operational resilience and AML/CFT requirements.

The second set of requirements is intended to protect investors and make them aware of
potential risks by disclosing relevant information. Most loan and equity CF frameworks have
requirements as to how information should be provided; on conducting due diligence checks on borrowers
and/or issuers; and on procedures for selecting potential borrowers or projects and publishing related
information. Apart from requirements related to disclosure and due diligence, there may be several other
restrictions to protect investors. Commonly used investor protection tools include restrictions on the
holding of clients’ funds, operating secondary markets or caps on investments or funds raised.
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Section 1 — Introduction

1.

This paper explores how fintech financing is regulated. Following the conceptual framework

in Ehrentraud et al (2020) (Graph 1), we assess fintech activities that channel funds to people and
companies. These are digital banking and fintech platform financing (fintech balance sheet lending as well
as loan and equity crowdfunding).> For this purpose, we define these activities as follows (see Box 1 for
background information on the emergence of these activities).

Digital banking. Banks engaged in digital banking are deposit-taking institutions that are
members of a deposit insurance scheme and deliver banking services primarily through electronic
channels instead of physical branches. While they engage in risk transformation like traditional
banks, digital banks* have a technology-enabled business model and provide their services
remotely with limited or no branch infrastructure.

Fintech platform financing refers to electronic platforms (not operated by commercial banks)
that provide a mechanism for intermediating financing over the internet.> In doing so, they make
extensive use of technology and data. We distinguish two types:

Fintech balance sheet lending refers to electronic platforms that use their own balance sheet in
the ordinary course of business to intermediate borrowers and lenders over the internet, ie they
grant loans at their own risk. Because these non-bank lenders do not take deposits, they have to
rely on other sources of funding, such as own equity capital, debt issuance or securitisation of
the loans they originate.

Crowdfunding refers to the practice of matching people and companies raising funds from those
seeking to invest for a financial return without the involvement of traditional financial
intermediaries.® The matching process is performed by a web-based platform that solicits funds
for specific purposes from the public. Depending on the type of funding provided, we distinguish
between loan crowdfunding and equity crowdfunding.”® In either case, individual contracts are
established between those in need of funding and those seeking to invest or lend, so that the
platform itself does not undertake any risk transformation.

These activities may be performed by financial intermediaries whose core business is financial services; or by big techs, ie large
companies whose core business activity is typically of a non-financial nature. See Cornelli et al (forthcoming). Regulatory
frameworks, however, do not distinguish between fintech and big tech firms.

Alternative terms used by market participants and regulators are virtual banks, internet-only banks, neo banks, challenger banks
and fintech banks. In contrast, online banking is often used to refer to a service provided by traditional banking institutions
that allows their customers to conduct financial transactions over the internet.

Alternative terms used for lending-related fintech platform financing activities (ie loan crowdfunding and fintech balance sheet
lending) are marketplace lending or peer-to-peer (P2P) lending. While these terms are often used to refer to any activity that
involves an online lending platform, in their strict meaning, lenders in P2P lending are exclusively individuals whereas in
marketplace lending institutional funders may be involved as well. In practice, however, P2P and marketplace lending are often
used interchangeably.

In line with Ehrentraud et al (2020), crowdfunding as defined in this paper excludes reward and donation crowdfunding because
these activities do not entail a financial return.

While both loan crowdfunding and fintech balance sheet lending can be considered fintech credit (see Claessens et al (2018)
and CGFS-FSB (2017)), in this paper we differentiate between the two because regulatory frameworks often treat loan
crowdfunding and fintech balance sheet lending differently (Ehrentraud et al (2020)).

While all equity crowdfunding platforms intermediate funding to private companies in the form of equity, some may also
intermediate funding in the form of debt or other types of securities (see Section 3). Because of this, the term investment
crowdfunding is sometimes used by regulators or market participants.

Regulating fintech financing: digital banks and fintech platforms 3



Fintech tree: a taxonomy of the fintech environment Graph 1
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Source: lllustration by authors based on Ehrentraud et al (2020).
2. Digital banks have attracted an increasing number of customers, although this may have

been affected by the Covid-19 pandemic. In Europe, entities engaged in digital banking have attracted
more than 15 million customers since 2011 and could reach up to about one fifth of the population over
the age of 14 by 2023.° A similar trend was observed in the United Kingdom, where digital banks have
nearly tripled their customer base from 2018 to 2019."° The Covid-19 pandemic, however, may have
affected the growth of digital banks, which appears to have slowed lately."

3. Fintech platform financing, although small, is growing fast. On a global level, transaction
volumes more than doubled from USD 145 billion' in 2015 to USD 304.5 billion in 2018."* With a share
of 71%, China was by far the biggest market in 2018, followed by the Americas (21%) and Europe (6%)
(Graph 2). At the activity level, loan crowdfunding contributes about 83% of the overall volumes, followed
by fintech balance sheet lending (14%) and equity crowdfunding (3%).

See www.kearney.com/financial-services/article/?/a/european-retail-banking-radar-2019. The definition of digital banking
used as basis for Kearney's figures may vary somewhat from the one used in this paper.

https://newsroom.accenture.com/news/uk-neobanks-near-20-million-customers-in-2019-but-customer-and-deposit-growth-
rates-slow-according-to-research-from-accenture.htm.

See eg www.cbronline.com/feature/coronavirus-is-challenger-banks-biggest-challenge-yet.
2. See KPMG and CCAF (2016).

Data are based on regional reports by the Cambridge Centre for Alternative Finance (CCAF) and its research partners. Data on
fintech platform financing provided by other sources may vary because of differences in the definitions of business models and
how data are collected.
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Fintech platform financing per region and type of activity in 2018 Graph 2
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Note: Transaction volumes for each activity were calculated as follows. Fintech balance sheet lending is the sum of balance sheet business
lending and balance sheet consumer lending; loan crowdfunding is the sum of peer-to-peer (i) business lending, (ii) consumer lending
and (iii) property lending (a loan secured against a property to a consumer/business borrower); equity crowdfunding is the sum of seven
crowdfunding activities: (i) equity-based, (i) revenue/profit-sharing (eg securities, and sharing in the royalties of the business), (iii) debt-
based (eg bonds or debentures at a fixed interest rate); (iv) invoice trading (eg invoices/receivable notes at a discount); (v) real estate
(eg equity/subordinated-debt financing for real state); (vi) mini-bonds (eg unsecured retail bond) and (vii) community shares.

Source: FSI staff calculations based on CCAF (2020). Donation- and reward-based crowdfunding were excluded. Data are based on
regional reports by the Cambridge Centre for Alternative Finance (CCAF) and its research partners. The CCAF surveys active platforms in
each region and cross-checks transaction volumes through direct contact, secondary data sources and web-scraping methods. Please
note that the numbers might not add up due to rounding.

4, The fintech developments described above have raised questions on how an appropriate
regulatory framework should look. For novel fintech activities that are not yet captured by the existing
regulatory framework, the overarching question is whether they should be inside or outside the regulatory
perimeter.™ If they are inside, the question is how regulatory requirements should look.”™ For fintech
activities that are already subject to existing regulations, the question is whether adjustments can foster
innovation and/or competition while not compromising other policy objectives such as financial stability
and customer protection; or whether stricter requirements are called for.

5. This paper provides a cross-country overview of the regulatory requirements for digital
banking and fintech platform financing. It covers 30 jurisdictions (Graph 3) and is based on an extensive
desktop review of regulations and related documents, complemented by responses to an FSI survey'®
conducted in early 2019." Sections 2 and 3 describe the range of licensing and ongoing regulatory
requirements for digital banking, including transitional arrangements in the startup phase, and fintech
platform financing. Section 4 offers considerations for financial authorities and concludes.

The regulatory perimeter describes the boundary that separates regulated and unregulated financial services activities and
determines the type and scope of rules (eg on licensing, safety and soundness, consumer/investor protection and/or market
integrity) applicable to firms conducting regulated activities.

Questions related to the regulatory perimeter have been discussed at the international level. In 2017, the Financial Stability
Board identified 10 supervisory and regulatory issues raised by fintech that merit authorities’ attention. One recommendation
is to assess the regulatory perimeter and update it on a timely basis (FSB (2017)). Similarly, two policy elements in the IMF/World
Bank Bali Fintech Agenda are closely related to the regulatory perimeter of fintech. These are element VI (adapt regulatory
framework and supervisory practices for orderly development and stability of the financial system) and element VIII (modernise
legal frameworks to provide an enabling legal landscape with greater legal clarity and certainty regarding key aspects of fintech
activities).

The survey covered most of the jurisdictions covered in this paper, except for Chinese Taipei, Finland, India, Korea, Malaysia
and Portugal.

In a similar vein, World Bank and CCAF (2019) report key findings from a global regulatory survey among 111 jurisdictions on
the global regulatory landscape for alternative finance; and World Bank (2020) reviews progress in prudential regulatory
practices related to fintech, including credit.

Regulating fintech financing: digital banks and fintech platforms 5



Jurisdictions covered Graph 3

For the EU, only individual countries are shown. See Annex Table 1 for a complete list of jurisdictions.

Source: FSI.

Box 1

Background: emergence of fintech financing

Improvements in digital infrastructures and technology are increasingly reshaping the way funding is accessed. Over
the last decade, more people have gained access to faster communication networks and services.® Internet speed
and bandwidth have improved, while mobile phones have become more affordable and widely used. For example, in
the OECD, mobile broadband penetration rates increased from around 30% in 2009 to over 100% in 2018 (Box
Graph 1). These developments have improved digital connectivity and — coupled with advances in cloud computing,
artificial intelligence and machine learning — have put web-based technologies in the spotlight as a way to

intermediate funding.

Digital connectivity: download speed and mobile broadband penetration Box Graph 1
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(*) The typical download speed of 5G networks ranges from 150 Mbit/s (shown in the graph) to 200 Mbit/s.

Source: Lo (2018) and OECD.
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Changing customer expectations are creating demand for digitally provided financial services. The ubiquity
of digital technology is transforming the way customers interact with financial institutions. Consumers want financial
services that are customer-centric, easy to use, frictionless, paperless, low-cost and always available. In addition,
because financial services provided digitally can be accessed from anywhere, customers are no longer bound by their
physical location but can more freely choose the financial institution of their choice to obtain funding. This may be of
particular importance for underserved communities in emerging market economies, who would otherwise have no
access to financial services.

In response, incumbent financial institutions are seeking to leverage technology when providing access to
funding. They have launched efforts — sometimes working with technology companies — to digitise processes, adjust
products and services or otherwise improve how they engage with customers digitally.@® But many are held back
by legacy systems that no longer meet current standards. This leads to complex IT landscapes that, without overhaul,
may not be agile enough to live up to more demanding customer expectations.®

New competitors place technology at the heart of their business model. The innovative business models of
these new market entrants would not be possible without recent advances in financial technology (fintech®). By
making extensive use of technology, they aim to provide their customers with broader access to improved financial
services. They are unburdened by legacy systems, expensive branch infrastructure, and, in some cases, tarnished brand
value after the global financial crisis.

Digitally driven providers of funding may foster financial inclusion by reaching more people and businesses.
By operating online, they may be able to reach customers in rural areas where it would not be economical to operate
branches. If their costs are lower than those of traditional financial institutions, they may be able to quote lower prices
for the same risk — making their services more widely affordable. By making use of big data, including alternative forms
of data such as those derived from social media® or other non-financial business lines, they may be able to offer
unsecured credit, or serve clients whose creditworthiness are hard to assess using more traditional means, in particular
individuals who lack formal credit histories or small and medium-sized enterprises (SMEs).@®

From a customer perspective, people and businesses now have a range of options at their disposal to raise
funds for their needs (Box Graph 2). Depending on the alternatives available in a given country, they may choose to
apply for a loan at a traditional bank by visiting a branch and interacting with a human loan officer; or they may choose
a bank that operates without physical branches — the loan is sought online, with little or no human involvement.
Alternatively, they may choose a non-bank lender, ie a financial institution that makes loans without taking deposits.
Like banks, non-bank lenders may operate primarily through either physical branches or electronic
channels.® Another option is to raise funds — either as a loan or, in the case of companies, in the form of equity —
from a large number of individuals or institutional funders, the “crowd”. This happens exclusively online because
borrowers and investors are connected online by so-called CF platforms.@

Funding options for people and businesses Box Graph 2
A
% ~
N
MOM-BANE
TR IFNDER CROWD
i i 'Y =|Ea— A 3 e ==
aﬁ mnhlls aﬁ il lill w
| e e = pr o
i PHYSICAL OMLINE
i BRANCH PLATFORM

0§ 6 i

Source: FSI.
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@ Since the 1990s, peak data rates of broadband cellular network technologies have increased from Kbit/s (2G mobile network) to Gbit/s
(5G). See https://kenstechtips.com/index.php/download-speeds-2g-3g-and-4g-actual-meaning. @ For example, a first step for many
banks has been to upgrade their front-end applications, without changing the back-end infrastructure. ® In addition, some banks have
launched technology-focused ventures that differ from their more traditional brand franchise (eg Marcus by Goldman Sachs, Holvi by BBVA,
imaginBank by CaixaBank or Openbank by Santander). @ www.knowis.com/blog/legacy-modernization-this-is-how-banks-put-their-it-
in-the-fast-lane. ® The paper adopts the FSB definition of fintech, defined as technologically enabled innovation in financial services that
could result in new business models, applications, processes or products with an associated material effect on financial markets and
institutions and the provision of financial services (FSB (2017)). ® For example, social media data may include the number of posts
written by a borrower or how often he or she is mentioned in other posts (Wales (2018)). @ In addition, as non-bank providers of
funding, they are said to stimulate competition in a market often dominated by banks, and to enlarge investment and diversification
opportunities for consumers and other borrowers. See Frost (2020) for a discussion on the economic forces driving fintech adoption
across countries; Cornelli et al (2019) provide an overview of recent innovations in the financing of SMEs, including fintech credit, in Asia;
Frost et al (2019) discuss the comparative advantage of certain large fintech firms (big tech) in financial intermediation. @ Irrespective of
whether a loan is sought from a bank or non-bank lender, prospective borrowers may engage a loan broker to find the best deal in the
market. ® Companies may also raise capital from capital markets. This form of financing, however, is not open to SMEs or startups due to
the costs and requirements involved. Another alternative to raise funds is through initial coin offerings (ICOs). But ICOs are associated with
increased risk of fraud and manipulation in some jurisdictions because the markets for these assets are less regulated than in traditional

capital markets. For a regulator’s perspective on ICOs, see eg www.sec.gov/ICO.
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Section 2 — Regulation of digital banking

6. Digital banks conduct the same type of business as other banks, incurring similar risks. Like
traditional banks, digital banks can offer a full range of banking products and services to their customers.
Both are licensed to take deposits and use the deposited money to carry out their banking activities (eg
granting loans). Consequently, they incur similar financial risks, including credit risk, market risk and, to
some extent, liquidity risk. However, for digital banks, certain types of risk such as operational or cyber risk
may be accentuated due to the nature of their operation.

7. What sets them apart is how they deliver their services. Digital banks deliver their services
primarily, if not exclusively, over the internet. If they have physical branches at all, they have very few.
Instead, they largely interact with their customers through digital platforms, on computers or mobile
devices. For this, they rely heavily on digital technologies, connectivity and advanced data capabilities.
Thanks to the lack of legacy IT systems and branch infrastructure, digital banks are said to have a cost
advantage over traditional banks.

8. Most jurisdictions apply existing banking laws and regulations to banks within their remit,
regardless of the technology they use. This means that when applying for a banking licence, entities
with a technology-enabled business model in principle face the same licensing procedures and
requirements as applicants with a more traditional business model. They may benefit however from
initiatives that are intended to ensure that new banks are able to enter the market. This could be in the
form of a transitional scheme that allows market entrants some time before they have to meet the
requirements of the prudential framework in full (Australia); or a “mobilisation” approach, which allows
new banks, once authorised, to complete their build-out under restrictions before starting to trade fully
(United Kingdom). In addition, some authorities have issued additional specific guidance on authorisation
requirements that apply to applicants with fintech oriented business models (eg ECB (2018)). Graph 4
provides an overview of digital banks licensed under existing banking regulations.

Licensed banks with technology-enabled business models Graph 4
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Graph shows examples of licensed banks with technology-enabled business models in selected jurisdictions without dedicated licensing
frameworks for digital banking.

(*) Licensed under the Restricted Authorised-Deposit-taking Institution framework. (**) Nubank is not a Bank according to Brazilian
regulation, but a Payment Institution that also controls a Credit and Financing Company (Sociedade de Crédito e Financiamento).

Sources: Publicly available licensing registers; national authorities.
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Digital banking-specific licensing frameworks

0. Specific licensing frameworks for digital banks exist in a handful of jurisdictions. In Chinese
Taipei, Hong Kong SAR,® Korea, Singapore and the United Arab Emirates (Abu Dhabi Global Markets),
specific regulations took effect in 2018 or 2019. In Malaysia, the central bank is expected to finalise its
framework in 2020. In Malaysia and Singapore, the licensing frameworks incorporate transitional schemes
(Table 1). In terms of restrictions placed on digital bank licences, these may be on digital banks’ physical
presence and the number of physical branches they are allowed to maintain. In addition, some licence
types allow licence holders to provide banking services only to specified segments of the market.
Otherwise, digital banks are typically free to offer the same banking products and services as non-digital
banks.” Graph 5 provides an overview of digital banks licensed under dedicated licensing frameworks.

Specific licensing frameworks for digital banks Table 1
Transitional . - e
Regulatory status Licence restrictions to specific market segments
scheme

Chinese Taipei Internet-only bank No None
Hong Kong SAR Virtual bank No None
Korea Internet-only bank No Retail and SMEs
Malaysia Digital bank Yes None

Digital full bank Yes None
Singapore

Digital wholesale bank = No SMEs and other non-retail customers
United Arab Digital bank No None

Emirates (ADGM)
ADGM = Abu Dhabi Global Markets.

Source: National regulations; regulators’ press releases; FSI survey.

In Hong Kong SAR, while there is only one type of banking licence (ie that of a “licensed bank”) for both virtual banks and
conventional banks, “Chapter 9: Authorization of virtual banks” of the HKMA's Guide to Authorization is relevant only for virtual
banks. Chapter 9 sets out the principles which the HKMA will take into account in deciding whether to authorise “virtual banks”
applying to conduct banking business in Hong Kong. See HKMA (2018).

However, as for non-digital banks, authorities have the discretion to impose restrictions on the activities an entity is allowed to
perform on a case-by-case basis.

10 Regulating fintech financing: digital banks and fintech platforms



Digital banking licences granted under dedicated licensing frameworks Graph 5

South Korea
1 K Bank

‘-_/-"-" 2 Kakao Bank

3 Toss bank*
Chinese Taipei

\ 1 LINE Bank

2 Next Bank
3 Rakuten International Bank

Hong Kong SAR

1 Airstar Bank

2 Ant Bank (Hong Kong)
3 Fusion Bank

4 LiviVB
United Arab Singapore Malavsi 5 Mox Bank
Emirates (ADGM) Up to 2 digital full bank licences U a t"’yg'? 6 Ping An OneConnect Bank
1 Anglo Gulf Trade and up to 3 digital wholesale p Ob 'Ce”fej' 7 Welab Bank
Bank bank licences to be granted may be granie 8 ZA Bank
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www.fsc.go.kr/downManager?bbsid=BBS00488&no=147277.

Sources: Publicly available licensing registers; national authorities.

10. In these jurisdictions, the main licensing requirements for digital banks are similar to those
for traditional banks. Applicants for a digital bank licence face requirements on the place of incorporation
and legal form, sustainability of business plan, minimum paid-in capital, fitness and propriety of
management, risk governance frameworks and documentation of the exit strategy (Table 2). Where
transitional schemes are in place, in the entry phase, some of these requirements do not have to be met
in full or on a proportionate basis.

11. Digital banks are subject to ownership and control requirements, although these may be
different to those applicable to other banks. First, digital banks may need to be owned or controlled
by local citizens. In Singapore, digital full banks are required, among others, to be controlled by
Singaporeans, which is presumed by MAS if the Singaporean and/or their related parties hold the largest
shareholding and have effective control over the proposed DFB.?° In Malaysia, applications for digital bank
licences are assessed on whether they are in the national interest, with preference given to applicants
where the controlling equity interest resides with Malaysians.?’ Second, in contrast to traditional banks,
non-financial companies may be allowed to become controlling shareholders. In Korea, a non-financial
company may own up to 34% of an internet-only bank (instead of up to 4% of other banks). In Chinese
Taipei, non-financial companies may own up to 60% of internet-only banks but at least one of the founders
needs to be a bank or a financial holding company, with a shareholding of 25% or above.

20 For other banks incorporated in Singapore, there are no explicit provisions relating to control by local citizens but the approval
of the Minister needs to be obtained before acquiring, or holding share(s) with 5% or more of total votes attached to all voting
shares.

A In Malaysia, the approval of the central bank needs to be obtained before acquiring or disposing 5% or more of total votes
attached to all voting shares in the licensed bank. Additionally, approval of the Minister is required where it involves acquisition
of aggregate interest in shares of more than 50% or controlling interest in the bank, and for any disposal that results in the
person holding less than 50% or ceases having control.
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12. In addition, under specific licensing frameworks, digital bank applicants face stringent
requirements on technology-related elements. First, fit and proper requirements tend to be more
prescriptive in relation to board members’ expertise in technology. For instance, internet-only banks in
Chinese Taipei must demonstrate that more than half of the board of directors comprises industry experts
with backgrounds in banking, financial technology, e-commerce, communications or related fields.
Second, a satisfactory track record in operating a technology business may be required. For example, in
Singapore, applicants must have a track record in operating an existing business in their respective
technology or e-commerce field. Third, the technical infrastructure may need to be assessed by external
parties. For example, digital bank applicants in Abu Dhabi Global Markets, Hong Kong SAR and Malaysia
must engage an independent third-party technical expert to assess the adequacy and soundness of their
IT governance and systems.

13. In some jurisdictions, specific licensing frameworks require digital banks to foster financial
inclusion. This is the case for Malaysia and Singapore, where digital bank applicants are required to
demonstrate during the application process their ability to serve customer needs and reach underserved
and hard-to-reach market segments. In other jurisdictions, there is a more general expectation for virtual
banks to help promote financial inclusion.

Licensing requirements for digital banks Table 2
AE HK KR MY SG ™
General licensing requirements
Legal form and place of incorporation v B v v v v
Ownership structure/control v v v'* v v V*
Long term sustainability of the business plan v v v v v v
Fitness and propriety test v v v v v v
Minimum paid-up capital v v Vo o ™ v
Sound risk culture: risk governance frameworks v v v v v v
Exit plan v v v v v v
Technology-related licensing requirements
Fitness and propriety test on technology fields - v v v v
Track record in technology - 4 - v -
Third-party assessment of IT systems v - v - -
Financial inclusion v v v v v -

(*) Requirements on who is allowed to own and/or control digital banks differ from those applicable to traditional banks. In Malaysia, while
not a mandatory requirement, preference is given to applicants where the controlling equity interest resides with Malaysians.

(**) Internet-only banks have a minimum capital requirement of KRW 25 billion; other banks KRW 100 billion.
v" Requirement applies in full from the start. ¥ Compliance not required in full in the initial phase of transitioning schemes. — Not explicit.

Source: National regulations.

14. After obtaining a digital bank licence, licence holders generally face the same ongoing
regulatory requirements as their traditional counterparts. In all digital banking frameworks, licence
holders are subject to the same ongoing regulatory requirements on capital, leverage, liquidity, AML/CFT,
market conduct, data protection and cyber security as traditional banks. Like them, digital banks may
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benefit from a proportionate application of the prudential framework, depending inter alia on their relative
size and complexity.??

Initiatives to facilitate market entry

15.

A few surveyed jurisdictions have initiatives to facilitate the establishment of new banks.

These were implemented in jurisdictions both with a digital banking-specific framework (Malaysia and
Singapore) and without (Australia and the United Kingdom).

In Australia, applicants may apply for a restricted licence and make use of a transitional period or
apply directly for a full licence (Graph 6). Restricted licence holders are not subject to the full set
of regulatory requirements but can only conduct a limited range of business activities. At the end
of the transitional period, they are either awarded a full licence - if all requirements are met — or
must wind up their banking business.

Requirements of Australia’s restricted route Graph 6
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23

In Malaysia, a firm, once licensed as a digital bank, is allowed to conduct the full range of banking
business but is subjected to a simplified regulatory framework in its initial phase of operations
(Graph 7).22 Once the firm can demonstrate that all conditions are met, and has been in the
transitional phase for a period of time, the business restrictions imposed under the transitional
scheme are lifted. Digital banks will be required to comply with all equivalent regulatory
requirements applicable to incumbent banks after the entry/foundational phase.

The use of proportionality in implementing the Basel Framework in a manner consistent with the Core principles for effective
banking supervision is supported by the Basel Committee on Banking Supervision (BCBS) and the Basel Consultative Group
(BCG) (BCBS-BCG (2019)). In a report issued in 2019, the BCBS found that most jurisdictions apply some form of proportionality
measures (BCBS (2019)). For further information on proportionality practices, see Castro et al (2017), Hohl et al (2018) and
Duckwitz et al (2019).

Key features of the simplified regulatory framework include (i) a capital adequacy requirement: The risk categories to calculate
the credit and market risk components for risk-weighted assets under Basel Il capital framework have been rationalised into
simpler categories; and (ii) a liquidity requirement: Some 25% of the digital bank’s on-balance sheet liabilities must be held in
high-quality liquid assets. The digital bank may, with the regulator's approval, opt to observe the equivalent regulatory
framework of a licensed bank in its initial phase of operations, if it can demonstrate its ability to do so.
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Operational progression of licensed digital banks Graph 7
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o In Singapore, the licensing framework provides for a phased-in approach for Digital Full Banks

(DFB) (Graph 8). A Restricted DFB can commence operations on a limited scale with restrictions
on business scope and deposit-taking activities, but does not have to meet the paid-up capital
requirement in full. Subsequently, the restrictions on business scope and deposit-taking activities
and minimum paid-up capital requirement of the Restricted DFB will be progressively increased
until it is a fully functioning DFB, ie restrictions are lifted but the minimum paid-up capital
requirement increases to the same level as existing full banks.

Two-stage process for becoming a fully functioning Digital Full Bank Graph 8
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Source: MAS (2019).

. In the United Kingdom, firms may opt to take the mobilisation route, which allows new banks,
once authorised, to become fully operational and complete their build-out under restrictions
before starting to trade fully.?* Mobilisation is intended to give prospective new banks some
certainty while raising capital or investing in infrastructure. Firms using mobilisation are subject
to the full set of regulatory requirements and the UK regulators’ Threshold Conditions® are
considered proportionately according to the risks posed by the application during

24 www.bankofengland.co.uk/-/media/boe/files/prudential-regulation/new-bank/new-bank-start-up-unit-

guide.pdf?la=en&hash=30E5AFOEAEB35E5E857C7187416AA5A46DDA4117#page=24.

% The PRA's and FCA's Threshold Conditions, which must be met by a firm at authorisation and on an ongoing basis, form the

basis of each regulator’s assessment of licence applications. For more information on the PRA’s and FCA's Threshold Conditions
see www.bankofengland.co.uk/-/media/boe/files/prudential-regulation/new-bank/thresholdconditionsfactsheet.
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mobilisation.?® Banks that mobilise may carry on all the activities they have been granted
authorisation for but will usually have a requirement placed on their authorisation to limit the
amount of business they can undertake.?” If a firm is unable to complete mobilisation within 12
months, or to the required standard, its authorisation may be removed. Graph 9 illustrates the
road to becoming an authorised bank in the United Kingdom.

The road to authorisation Graph 9

Decisi_or‘l on Removal of restriction if
authorisation conditions are met

Once restriction is lifted,
bank is allowed to trade
fully

Authorisation with
restriction on amount of
business

— e B
i S D S O 2 e

Source: Authors' illustration.

16. Initiatives to facilitate the establishment of new banks differ in terms of the length of the
entry phase, restrictions imposed on business activities while it lasts and conditions for exiting it
(Table 3).

) Length of the entry phase. Jurisdictions with digital banking-specific frameworks appear to have
longer entry phases (two to five years) than those that do not (one to two years) but firms are
generally encouraged to complete the entry phase as soon as possible.

. Restrictions during the entry phase. In Malaysia, under the proposed framework, digital banks
are expected to have a balance sheet of not greater than RM 2 billion in size (about EUR 405.7
million8). In Singapore, restricted digital full banks (DFB) (i) cannot take deposits of more than
SGD 50 million (EUR 31 million) in aggregate or SGD 75,000 (EUR 46,400) from any one individual;
(i) can accept deposits only from a limited range of customers such as business partners, staff
and related parties; (iii) can offer only simple credit and investment products; and (iv) cannot
establish banking operations in more than two overseas markets. In Australia, restricted
authorised deposit-taking institutions (ADIs) are expected to have (i) a balance sheet of not
greater than AUD 100 million (EUR 60.8 million); (ii) deposits in protected accounts not greater
than AUD 2 million (EUR 1.2 million); and (iii) a limited customer base (eg s